1. What are the main advantages of IPSec over SSL?
2. What are the two basic services offered by IPSec? What are the two basic modes of operation?
3. Briefly describe the role of SAD and SPD in IPSec.
4. How are clogging attacks addressed in Oakley key determination protocol?
5. WEP purports to 1) protect privacy, 2) provide message integrity, 3) prevent against message injection and 4) provide access control. What is the primary culprit (in the design of WEP) responsible for each failure?
6. How does TKIP address problems associated with WEP? Are all 4 issues addressed?
7. What is 802.1X? What is EAP? Briefly explain the relationship between EAP and 802.1X.